
Attached to the left are support documents for the 
Enterprise Integration and Service Management (EISM) 
User’s Guide. 



[bookmark: _Toc371608355]Market Research Report Template



 

[bookmark: _GoBack]Note: Customers do not have to accomplish market research to determine available sources for this work, the contractors on the EISM contract have been determined to be qualified to accomplish the work.  Even though the EISM contractors have been qualified, FAR Part 10 still requires a minimum amount of Market Research to ensure that your type of requirement can be met with the EISM vehicle.





1. DESCRIPTION OF SUPPLIES/SERVICES: (Describe the supplies or services to be acquired. Also state the anticipated lifecycle of the procurement (e.g., 1-yr base with four 1-yr option periods)) 



2. ACQUISITION HISTORY: (Describe previous contracts for the supplies/services described above, including previous subcontracting opportunities.) 



3. CONDUCT OF THE RESEARCH: (Describe the steps taken and how the market research was conducted.) 



4. MARKET RESEARCH FINDINGS: (Market Research for a specific requirement may be accomplished at the task order level to determine what desired capabilities currently exist or are in development). Describe the steps taken and how the market research was conducted.)



5. DETERMINATION: 





Signed: ___________________________________Date: ___________________ 

Program Manager










[image: AF Seal1]

DEPARTMENT OF THE AIR FORCE
BUSINESS AND ENTERPRISE SYSTEMS DIRECTORATE

MAXWELL AIR FORCE BASE GUNTER ANNEX ALABAMA







(USE ORGANIZATION LETTERHEAD)



[Insert Date]



MEMORANDUM FOR (Contracting Officer):  



SUBJECT: Nomination of Contracting Officer’s Representative for [Enter Contract Number if awarded or Purchase Request/Solicitation Number]



1. Reference procurement package for the acquisition of [Identify Service] in support of [Identify Using Activity].



2.  This office has a [Insert Type A, B, or C] requirement for [describe services being procured in slightly more detail].  A procurement package for this acquisition [will be/has been] forwarded to your office.  The requirements of the Performance Work Statement (PWS) included in the procurement package are such that the appointment of a Contracting Officer’s Representative (COR) is required.  I therefore nominate Mr./Ms. _________________, to serve as COR for the proposed contract. 



3.  Contact information is as follows:



Full Name: __________________________

Full Address: [include Activity, Office Symbol, Street Address, and Building Number]

Telephone Number/Fax: _________________

Email Address:________________________



4.  Mr./Ms. [Insert Name] has [Insert number of months/years] experience as a COR, and has the following technical experience: [insert technical experience].  



5.  Mr./Ms. [Insert Name] has successfully completed or will complete the following courses/training by [enter date]:



· DAU CLC 106 “COR with a Mission Focus” at www.dau.mil on [enter date].

· DAU CLC 222 ”COR Course” at www.dau.mil on [enter date] 

· DAU CLC 206 “CORs in a Contingency Environment” at www.dau.mil on [enter date]. (if applicable)

· DAU CLM 003 “Ethics Training for Acquisition Technology and Logistics” located at http://www.dau.mil on [enter date].

· Review and understanding of Joint Ethics Regulation, DoD 5500.7-R, located at http://www.dod.mil/dodgc/defense_ethics/ on [enter date].

· Combating Trafficking in Persons Certificate or Human Relations Certificate https://golearn.csd.disa.mil/kc/login/login.asp# 

· Seven Steps to the Services Acquisition Process at:  http://sam.dau.mil



6. Mr./Ms. _______________ will be afforded necessary resources (time, supplies, equipment, opportunity) to perform the designated COR duties. 



7.  In accordance with OUSD (AT&L) Memo, dated 29 Mar 2010, “DoD Standard for Certification of Contacting Officer’s Representatives for Services Acquisitions”, I affirm that Mr./Ms. [Insert Name] is qualified and technically competent to perform COR duties and will be able to perform [Insert Type A, B, or C work/requirement competencies] identified in the memo. 



8.  I affirm that Mr./Ms. [Insert Name]  (COR Nominee) understands the importance of performance of the designated functions.



9.  I affirm that Mr./Ms. [Insert Name] (COR Nominee) has no personal conflicts of interest for performance of the duties/responsibilities to be delegated.



10.  I affirm that Mr./Ms. [Insert Name]  performance of the designated COR functions will be addressed as part of the individual’s performance assessments.  As the COR Supervisor, I shall solicit input on performance of COR duties from the Contracting Officer.  



11.  If you have any questions or concerns, please do not hesitate to contact me at [insert email address] or [insert phone number].

  

____________________________________

Signature of COR Nominee and Date







____________________________________

Signature of COR Supervisor and Date

[bookmark: _GoBack]
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[bookmark: _Toc371608345]EISM Task Order Requirements Package Checklist





Instructions:  Use this checklist as an instruction to complete your requirements package.  Submit your resulting requirements package to NETCENTS-2 EISM

(ESC.HIJI.NC-2.EISM@us.af.mil) to continue the process towards order issuance. If you run into issues with trying to send files to the PM due to the size, please see Appendix E9 - AMRDEC Safe Access File Exchange (SAFE). 

		#

		DOCUMENTATION

		REFERENCE

		STATUS

		

Date



		

1.

		PERIOD OF PERFORMANCE

		



		

		Period of Performance:



		EISM Users Guide, Section 5



		

		



		

2.

		SCOPE ANALYSIS & SCOPE DETERMINATION



		



		

		You must request that the NETCENTS-2 Technical Team perform a Scope Analysis by sending your Performance Work Statement to  NETCENTS-2 CS, netcents@us.af.mil, with the following in the subject line “EISM Scope Analysis request for Your Program Name.” 

		Contact the NETCENTS-2 CS at DSN 596-5070, Option 1 if you have questions. 

		

|_| Yes   |_| No



		



		

3.

		

PERFORMANCE-BASED STATEMENT

		



		

		The question that must be addressed here is as follows: Is the work performance based? If non-performance based, the rationale or exception must be provided.

		AFI 63-101, Chapter 4, paragraph 4.11.3



Appendix E26 – IDIQ Services Statement Templates

		

|_| Yes   |_| No



		



		

4.

		

MULTI-FUNCTIONAL TEAM

		



		

		Appoint a Multi-Functional Team (MFT) of key stakeholders in writing to ensure that this acquisition integrates the needs of the mission with the requirement to procure a performance-based service acquisition.





		Appendix E10 – Multi-Functional Team Template



MFT Guidelines



AFI 63-138, Chapter 6

		

|_| Yes   |_| No



		



		

5.

		

MARKET RESEARCH



		



		

		Perform and document market research in a manner adequate to support acquisition decisions.

NOTE: Contractors on the EISM ID/IQ contract have been determined to be qualified to accomplish applicable requirements.





		

Appendix E11 – Market Research Report Template



FAR 10.0002(e)













		

|_| Yes   |_| No



		



		

6.

		

ACQUISITION PLANNING



		



		a.

		You are not required to develop an Acquisition Plan for Task Orders.  However, due to dollar values and risk, some larger and more complex acquisitions may require this document.





		

FAR 7.103 - 7.107, AFFARS 5307.104 – 5307.105, AFMC MP5307, AF Pamphlet 63-128 and AF LCMP Guide

		

|_| Yes   |_| No



		



		b.

		If your Task Order is $10M or less, a Streamlined Acquisition Strategy Summary (SASS) is required.

		Appendix E16– Streamlined Acquisition Strategy Summary (SASS) Guidance

		|_| Yes   |_| No



		



		c.

		Labor Hour Determination & Findings: Only required if customer is requesting a labor hour task order effort.

		

		|_| Yes   |_| No



		



		d.

		Defense Business Systems (DBS) Investment Decision Memo. Required for actions >= $1M.

		10 USC Sec.2222

		|_| Yes   |_| No 

		



		

7.

		

SERVICES DESIGNATED OFFICIAL (SDO)



		



		

		Appoint a SDO, if required, in accordance with AFI 63-138 as it states:  



“Coordinate with AFPEO/CM for all requirements with an estimated value of $100M or greater.”

		



AFFARS 5337.170-2 IAW AFI 63-101/20-101, Chapter 4

		

|_| Yes   |_| No



		



		

8.

		Complete the following Attachments



		



		a.

		New Start Validation Form

Generated by FM and signed by the Program Manager and Chief Financial Officer or Program Control Chief prior to obligating funds. The list of exceptions are in AFI 63-101/20-101, "Integrated Life Cycle Management:, paragraph 3.19.

		AFI 63-101/20-101



Appendix E23 -New Start Validation Template

		

|_| Yes   |_| No



		



		b.

		Non-DoD Contract/Order – (Not Applicable to EISM)

If the acquisition is going to be procured from a non-DoD agency (including GSA), the SDO is responsible for approving any purchase requests for services acquisitions above the SAT that they are to be purchased using a contract or task order being awarded by an agency other than DoD. A copy of the determination and finding required by AFFARS MP 5317.78 shall accompany the purchase request, if applicable. Purchase requests shall include the following statements: "The attached determination and finding approved by the SDO authorizes procurement outside the DoD. This acquisition has been determined to be in the best interest of the AF."

		AFFARS 5337.170-2(b)(i), AFFARS MP5317.78

		|_| Yes   |_| No 



		



		c.

		Acquisition Strategy Panel Briefing Minutes if required. (Not Applicable to EISM)

		AFFARS 5307.104-90

		|_| Yes   |_| No



		



		d.

		Government Furnished Property and Space

If GFP is to be furnished, the PM must provide a statement that the GFP and/or space is available (not that it will be).  Note: See paragraph 5.3 of the EISM PWS Template.  If GFP exceeds what is already stated in 5.3, then a Determination and Findings document will be required.

		GFP: FAR 45.102, 45.202, 45.402;                       Base Support: AFMC MP5345.106(90)



Appendix E22 – Government Furnished Property Determination & Findings Template

		

|_| Yes   |_| No



		



		e.

		Certification of Non-Personal Services                                                   Certification that requirement is not for personal services. Use form at DFARS PGI 237.503.

		FAR 37.104, DFARS 237.503



Appendix E29 – Certification of Non-personal Services

		

|_| Yes   |_| No



		



		

9.

		

Purchase Request



		



		a.

		Funding document - must contain sufficient funds for the effort or expressly condition the contract upon availability of funds

		FAR 32.702 and FAR 43.105; AFFARS MP 5332.7

		

|_| Yes   |_| No



		



		b.

		Funding (appropriation) - must properly match the services being procured

		DFARS 204.7103-1(a)(4) and DoD 7000.14R,Vol 3, Chapter 8, Para 080303A

		

|_| Yes   |_| No



		



		c.

		PM must indicate if services are severable or non-severable. Severable services cannot exceed one year.

		DoD 7000.14R, Vol 3, Chapter 8, Paragraph 080303C



Appendix E31 – Severable Non-severable Template

		

|_| Yes   |_| No



		



		d.

		Wide Area Workflow Inspector Code

		Appendix E21 – Wide Area Work Flow Services Template

		

|_| Yes   |_| No



		



		e.

		Consolidated Contract Requirements Justification





		Applicable to actions with a total value >$6M and involves consolidating two or more requirements 

previously acquired separately. Refer to DFARS 207.170-2 for detailed definition to determine if applicable to your solicitation. Also see DFARS 207.170-3 and AFFARS 5307.170-3(a)(3)(i)&(ii).

		

|_| Yes   |_| No



		



		

10.

		Source Selection Plan - IAW DFARS 215.303(b)(2), DFARS PGI215.303(b)(2); AFFARS MP 5315.3, AFFARS IG 5315.303



		



		a.

		Information to Offerors and Instructions for Proposal Preparation

		Appendix E17 - Sample Instructions to Offerors Template

		

|_| Yes   |_| No



		



		b.

		Evaluation Criteria for Award

		Appendix E25 – Sample Evaluation Criteria Template

		

|_| Yes   |_| No



		



		c.

		A list of Non-Government Personnel who will be reviewing or analyzing the proposal including the appropriate approval

		AFFARS MP5315.3



Appendix E18 – Use of Non-Government Advisors

		

|_| Yes   |_| No



		



		

11.

		

QUALITY ASSURANCE



		



		a.

		Quality Assurance Surveillance Plan 

		

AFFARS MP 5301.602-2(d)



Appendix E12– Quality Assurance Surveillance Plan Template



		

|_| Yes   |_| No



		



		b.  

		COR Nomination Memo From Customer (Letter from COR Supervisor)

		

AFFARS MP 5301.602-2(d)



Appendix E19 – COR Nomination Memo from Customer

		

|_| Yes   |_| No



		



		

12.

		

REQUIREMENTS



		



		a.

		Is this a Sole Source Task?



Contractor:

		

FAR 16.505(b)

		

|_| Yes   |_| No



		



		b.

		If this is a Sole Source, provide Justification for a Fair Opportunity Exception (FOE). If Justification is approved, use the appropriate FOE Coordination & Approval template, which is based on the Task Order amount.

If needed, Justification and Coordination & Approval templates are provided for reference.

		

Appendix E13 – Fair Opportunity Exception (FOE) Justification Templates



Appendix E14: FOE Coordination & Approval Templates



Appendix E15: FOE Determination & Approval Templates



FAR 16.505(b)(2)

		

|_| Yes   |_| No



		



		c.

		Other than full and open competition Justification; Only required when limiting competition

		FAR 6.3 and Sups;

		|_| Yes   |_| No



		



		d.

		Use the EISM TO PWS Template to provide a Performance Work Statement with attention to the following sections:



- Services Delivery Summary 

- Data Item Deliverables 

- Standards & References 

		Appendix E2: EISM Task Orders Performance Work Statement Template



FAR 11.101 and FAR 37.602

		|_| Yes   |_| No



		



		e.

		Provide Contract Data Requirements List (CDRL).





		



DFARS 215.470 and DOD 5010.12-M. For assigning DIDs, see www.assistdocs.com.



Appendix E5 – DD 1423 Contract Data Requirements List



		|_| Yes   |_| No



		



		f.

		If classified information necessitates contractual security specifications, complete and include a DD 254.

		

Appendix E20 – DD Form 254, Contract Security Classification Specification



AFI 31-601 Chap 4



FAR 4.403(c)(1): Safeguarding Classified Information Within Industry

		|_| Yes   |_| No



		



		g.

		Are there any supplementary attachments that need to be provided (e.g., network topologies, architecture diagrams, etc.)?

		

		|_| Yes   |_| No



		



		h.

		Non-Disclosure Agreement and Conflict of Interest Statement:

Only required if a contractor will assist with the development of the requirement or proposal evaluations.

		

Appendix E6 – Non-Disclosure Agreement

		|_| Yes   |_| No



		



		i.

		Review the DoD Warranty guidance for applicability.

		Appendix G1 - DoD Warranty Guide

		|_| Yes   |_| No



		



		

#



		

DOCUMENTATION

		

REFERENCE

		

STATUS

		

Date



		

13.

		

IGCE GUIDANCE

		



		

		PM must provide a copy of an Independent Government Cost Estimate (IGCE) to include cost for option years and certification language.  IGCE must also be signed.  



		

Appendix E24 –  IGCE Guidance

		|_| Yes   |_| No



		



		

		PM must provide a signed copy of the Independent IGCE Statement

		Appendix E30 – Independent IGCE Statement

		|_| Yes   |_| No



		



				

		DOCUMENTATION

		REFERENCE

		STATUS





#



		

DOCUMENTATION

		

REFERENCE

		

STATUS

		

Date



		

14.

		IDIQ SERVICES STATEMENTS  



		



		a.

		Include Ozone Depleting Substance statement on the Procurement Request or Procurement Directive document

		Appendix E26 – IDIQ Services Statement Templates





		

|_| Yes   |_| No



		



		b.

		Include Inherently Governmental Functions statement

		Appendix E26 – IDIQ Services Statement Templates

		|_| Yes   |_| No



		



		c.

		Include Mission Essential Services statement

		Appendix E26 – IDIQ Services Statement Templates

		|_| Yes   |_| No



		



		

15.

		

REQUIREMENTS APPROVAL DOCUMENTATION (RAD)

		



		

		A NETCENTS-2 RAD was accomplished for the overarching contract therefore a RAD is not required at the Task Order level (Informational).















		Appendix E27 – NETCENTS-2 Requirements Approval Documentation (RAD).

AFMCI 63-403, Contract Support Services (CSS) Requirements Approval process. AFMC Services Database:  https://afmc-xr.wpafb.af.mil/Services/.  



		|_| Yes   |_| No



		



				

		DOCUMENTATION

		REFERENCE

		STATUS





# 



		

DOCUMENTATION

		

REFERENCE

		

STATUS

		

Date



		

16.

		

TASK ORDER POST AWARD TASKS



		



		a.

		The Contractor Performance Assessment Report (CPAR) is required for NETCENTS-2 Task Orders. Provide a CPAR Focal Point for the task order to be issued; Required for all actions >= $1M.  Customer can elect to prepare a CPAR on actions <$1M. 

		Appendix E4 – CPAR Focal Point Agreement Endorsement Memo

		|_| Yes   |_| No



		



		b.

		If a Task Order is projected to be less than $1M annually, a “Customer Survey” is required instead of a (CPAR), but does not preclude customer from completing a CPAR.  Order thresholds for CPAR collection (see FAR 42.1502) apply to the “aggregate” value of order; that is, if an order’s original award value is less than the $1M applicable threshold but subsequently the order is modified and the new value is greater than the threshold, then a CPAR is “required” to be made, starting with the first anniversary the order’s face value exceeded the threshold.

		Appendix E28 – EISM Customer Survey



		|_| Yes   |_| No



		



		c.

		Public Disclosure of Information  

Does your PWS contain information that, if released, would be harmful to the government?

		

		|_| Yes   |_| No



		














[bookmark: _Toc371608369]Evaluation Guidelines

[bookmark: _Appendix_E26_–][bookmark: _Appendix_E27_–][bookmark: _Appendix_E267_–]



1. Background.  NETCENTS-2 contracts are ID/IQ contracts and were evaluated IAW FAR Subpart 15.3, which is a formal, prescribed process. The NETCENTS-2 Task Orders (TO) do not have to go to that level of detail in the TO evaluations. This is true because the contractors that have been awarded contracts under NETCENTS-2 are qualified to accomplish the scope of work covered under this contract. 

2. Contracting Guidance. Issuance of a TO award will be made to the offeror whose offer conforms to the Performance Work Statement and provides the best value to the Government as identified in each individual Request for Proposal. The competition requirements in FAR Part 6 and the source selection requirements in FAR Subpart 15.3 do not apply to the ordering process; however, users shall follow the ordering procedures outlined in FAR 16.505, DFARS 216.505, and any other applicable supplements (i.e., mandatory procedures and informational guidance).

· Note that FAR 16.505(b)(3) addresses pricing, FAR 16.505(b)(5) addresses decision documentation, and both FAR 16.505(b)(1)(iv) and 16.505(b)(4) address specific requirements for task orders exceeding $5 million.

3. TO Procedures. Each NETCENTS-2 IDIQ includes clause H137, TO Procedures.  This clause varies somewhat between each of the contracts but each contains a paragraph entitled “Selection Criteria for Awarding Task Orders” which states as follows:

· “The Government will award to the offeror whose proposal is deemed most advantageous to the Government based upon an integrated assessment using the evaluation criteria. The Government will evaluate proposals against established selection criteria specified in the task order RFP. Generally, the Government's award decision will be based on selection criteria which addresses past performance, technical acceptability, proposal risk and cost. Among other sources, evaluation of past performance will be based on past performance assessments provided by TO Program Managers on individual task orders performed throughout the life of the contract. The order of importance for the factors will be identified in the RFP for the specified task order.”

NOTE: Orders require evaluation criteria that are appropriate for program specific requirements



4. Evaluation Methodologies. There are three established methodologies for USAF evaluation of proposals:

1. Full Trade Off (FTO)

2. Lowest Price Technically Acceptable (LPTA)

3. Performance Price Tradeoff (PPT)

All of the methodologies use some combination of technical worthiness, price or past performance for evaluation. It’s important to ensure that the selected methodology matches the requirements of the task order. Be aware that LPTA and PPT do not rank the order of technical worthiness, and therefore are not ideal candidates for evaluation of technically complex requirements.  For more information on PPT and LPTA methodologies, visit the following link and navigate to Section 11.3: 

http://static.e-publishing.af.mil/production/1/af_a4_7/publication/afpam32-1006/afpam32-1006.pdf







5. Evaluation Criteria:

Customers have the discretion to determine their needs and the best way(s) to meet them.  Accordingly, there is broad discretion in the selection of the evaluation criteria used in acquisitions along with the weight/order of importance of those criteria/factors provided the criteria used reasonably relate to the customer’s needs in selecting the contractor(s) that will best serve their interests.  When required by the ordering procedures outlined in FAR 16.505, evaluation criteria will be identified and ranked for each individual RFP.  Orders placed under the NETCENTS-2 IDIQ contracts are not source selections and are not to be treated as such.  However, contractor proposals and evaluation information are still considered competition sensitive and must be protected and labeled as such.



Best Practices.  For services and solutions, it is essential to accomplish a risk assessment to identify: Discriminators for evaluation purposes- Areas to incentivize, and Performance metrics for the surveillance plan 

· A technical evaluation should only be for program specific requirements (those areas that were tailored in the PWS template AND that are discriminators)

· Past Performance evaluations were done during the source selection, but you can require  contractors to provide 2 – 3 examples of past experience with proposed approach and/or technology 

· Price is a required factor in all fair opportunity competitions (possibly the only factor)  

· The PCO will assist in providing solicitation wording for the evaluation of price and for instructions to provide the information required to complete the evaluation

· DO NOT evaluate the entire PWS 

· Technical Discriminators, usually identified in the risk assessment, are areas most likely to cause failure or, occasionally, a notable success 

· Typically 1-2, but no more than four technical sub-factors, each a discriminator

Examples: 

Experience in GCSS enclave using GCSS offered services such as Remote Sign On (RSO) or Enterprise Service Bus (ESB)

Management and technical transition plan to ensure no gaps or system disruption, or

Demonstrate technical approach to transition legacy data to new architecture





6. Examples:

6.1 Evaluation Examples. The requiring activity may also opt to state the evaluation in such simple or complex terms as the following examples:

a. The Government will select the proposal found to be most advantageous to the Government, price and other factors considered.  Technical capability will be evaluated and is more important than price.  Technical capability is defined as …(insert customer capabilities and/or standards – such as “tools, methodologies, and approach” to meet the requirements of the PWS/SOO/etc)

b. The Government will select the proposal found to be most advantageous to the Government, price and other factors considered.  In addition to price, technical capability and quality/past experience will be evaluated, and each factor is equally important.

c. The evaluation criteria are divided into factors and sub-factors. The offeror’s response must demonstrate a clear understanding of the nature of the requirement.   Each offeror’s response will be evaluated against the criteria defined within the following areas in descending order of importance: (list the factors in order of importance)

d. The following evaluation criteria are divided into three factors: Mission Capability, Past Experience and Cost/Price.

1. Mission Capability

Mission Capability includes three parts:  Technical Approach, Management Approach, and Risk

a) Sub-Factor 1: Technical Expertise

· Familiarity in planning and installing networking software in classified/unclassified environment according to Air Force and DoD requirements

· Expertise in the field of software implementation 

· Proper personnel mix of technical personnel, proper certifications/experience with tool proposed 

· Ability to develop system management processes and procedures and apply at base/organization level

· System engineering process expertise

b) Sub-Factor 2: Management Approach

· Capability to manage contract project efforts

· Capability to convey accurate and timely project status

· Capability to efficiently manage large scale software implementation

· Proposed Processes for communication with government

c) Sub-Factor 3: Risk

· Schedule

· Cost

· Performance

2. Past Experience

The contractor shall provide a detailed description of the proposed team’s experience on three efforts of similar content and scope, to include scope and outcome of the project(s).  The past experience references must include a Government or Commercial Point of Contact information to include name, organization, title, e-mail address, mailing address, and phone number.  Factors influencing past experience include:

· Experience on earlier orders under the IDIQ contract

· Experience on similar tasks of the same scope 

· Past experience in meeting schedules 

· Past experience in delivering high quality systems/services

3. Cost/Price

Cost/Price will be evaluated for reasonableness and completeness. Other than for a Firm Fixed Price order, the cost proposal should provide supporting cost data to include labor categories, labor rates, labor hours, other direct charges, and overhead rates, as applicable and in accordance with the existing NETCENTS-2 contract.



[bookmark: _Appendix_A18_–][bookmark: _Appendix_A19_–_1]6.2 Instruction to Offerors Examples



Example 1: This task order will be awarded IAW the procedures set forth in FAR Part 16.

The contractor shall submit proposal for consideration before the due date and time for this RFP.  Your proposal shall include the following:

A Cover Letter that provides the following information:

Request for Quote Number

Company point of contact with email, phone and facsimile number

A technical proposal that demonstrates an understanding of the   requirements through a technical solution.  Ensure you proposal addresses all areas outlined in the technical evaluation criteria.  Page limitation: XX

CO's insert here the specific instructions for each factor/subfactor; sample language provided in previous slides 

A price proposal identifying the price for every CLIN in the RFP for the base period and all options

Depending upon CLIN type (Cost Plus or Fixed Price) and the complexity of the effort, the CO will determine the level of detail required in the price volume



Submitting a proposal is your company’s affirmative statement that you understand all requirements specified in the Performance Work Statement (PWS) and will meet the performance standards and requirements therein.  




[bookmark: _Toc371608346][bookmark: _GoBack]EISM Task Orders Performance Work Statement Template



INSTRUCTIONS:



1. Save a copy of this template and modify it according to your requirements.  Each time a task order is accomplished, come back to the User’s Guide and download the PWS template. The language, standards, and references will be updated over time.



2. All text that is within brackets [ ] is information that YOU must provide along with some associated information or instructions. 



3. Text not within brackets is information that you are HIGHLY ENCOURAGED to keep in your PWS; only apply modifications, introduce additional information, or include updates in the event that standards or instructions change, or when deemed necessary by your specific program’s or organization’s policies. 



4. Do not deviate from the format of this template.  Doing so could delay the acquisition of your services or support.  Using a standard template will help the offerors in knowing where to look for requirements and will decrease the time required to solicit proposals for the task orders.



5. *The PWS must have an “as of” date.  When a PWS is revised for modifications (after award) each revised PWS will have a new “as of” date.



6. Notes are highlighted in yellow.  Please remove prior to solicitation of proposals.



(REMEMBER to delete all instructional text contained within parentheses herein when completing your PWS.  It is shown here for instructional purposes only and must not remain part of the final document.)












NETCENTS-2 SOLUTIONS

Enterprise Integration and Service Management (EISM) 

Advisory and Assistance Services (A&AS)

[Add Your Own Task Order Title] 

Performance Work Statement (PWS)

[As of Date*] 
TEMPLATE



[NAME OF ORGANIZATION THAT IS REQUESTING THE SUPPORT.  FILL IN BELOW]





		Name:

		



		Organization:

		



		Address:

		( physical mailing address)











Executive Summary



 [Provide a short description of the work to be performed]











3







1



NETCENTS-2 EISM PWS

[Requesting Agency Task Order Title]

1. Scope

[In this paragraph, summarize the specific type(s) of support your organization/program office is seeking and who the work supports (what organization(s) or domains).   Do not go into too much detail, as this will be detailed under the “requirements” paragraphs that follow.]  



2. Description of Services

[The Description of Services describes at a high level (big picture) the services required under the contract, not each specific task.  It should be consistent with the outcomes in the Services Summary and linked to Air Force/organizational requirements.  The objective is to state, using established industry/government standards, what we need (objective), not how we need each task accomplished (methodology). The following is a list of the services/requirements on the EISM ID/IQ contract. They can be modified as needed to meet task order requirements. IMPORTANT--Describe the end product or outcome you want but avoid telling the contractor how you want it done.] 



3. Requirements

3.1. Enterprise Integration Support (NOTE: The following is a list of requirements/services that are offered on the EISM contract.  Please insert your program specific requirements under the applicable EISM requirement/service listed below and remove the requirements/services not used. If you are not using any of the Enterprise Integrations Support Requirements then please delete all of the below bullets and put N/A after Enterprise Integrations Support header in section 3.1.)



The contractor shall support the Government to:

3.1.1. Maintain information about legacy systems in enterprise architectures

3.1.2. Incorporate enterprise technical standards into enterprise architectures

3.1.3. Evaluate and recommend emerging and evolving technologies and solutions

3.1.4. Maintain target enterprise architectures to include definition of the infrastructure       and mission capabilities

3.1.5. Conduct analyses to support portfolio management regarding legacy environments

3.1.6. Define target architectures for legacy environment re-engineering

3.1.7. Develop plans and strategies to re-engineering of legacy environments to the target enterprise architecture

3.1.8. Conduct engineering analyses and assessments to support legacy environment re-engineering

3.1.9. Conduct enterprise architecture analysis to identify capability gaps

3.1.10. Generate requirements to resolve capability gaps

3.1.11. Define target architectures to address capability gaps

3.1.12. Develop implementation plans to fulfill capability requirements

3.1.13.  Conduct enterprise-wide and cross-domain engineering and architectural analyses

3.1.14. Develop tools and methodologies to support enterprise integration activities 

3.1.15. Assist Communities of Interest (COIs) in the execution of their responsibilities IAW the COI Primer

3.1.16. Reengineer enterprise business processes 

3.1.17. Develop enterprise service standards and processes

3.1.18. Define service architectures (i.e., the composition of interrelated services necessary to deliver a capability) for re-engineering of legacy applications and legacy environments

3.1.19. Define service architectures for the implementation of new capabilities

3.1.20. Develop plans and strategies to re-engineer legacy applications and legacy environments into the target service architectures

3.1.21. Develop plans and strategies to implement new service architectures 

3.1.22. Conduct engineering analyses, modeling and assessments of service architectures 

3.1.23. Develop transition plans to migrate existing legacy applications and legacy environments to service architectures 

3.1.24. Construct and maintain enterprise-level Service Level Agreements (SLAs)

3.1.25. Assess performance of fielded and operational commodities within the enterprise   to meet their SLAs.



3.2. Service Management Support – (NOTE: The following is a list of requirements/services that are offered on the EISM contract.  Please insert your program specific requirements under the applicable EISM requirement/service listed below and remove the requirements/services not used. If you are not using any of the Enterprise Integrations Support Requirements then please delete all on the below bullets and put N/A after Enterprise Integrations Support header in section 3.2.)

In this contract, Service Management (SM) is defined as a discipline for managing information technology (IT) systems, philosophically centered on the customer's perspective of IT contribution to the business. The contractor shall provide SM support as described in the paragraphs below.  This contract focuses on advisory and assistance support for the enterprise or strategic level requirements.



The contractor shall support the Government to:

3.2.1. Ensure legacy services adhere to enterprise standards

3.2.2. Ensure new services adhere to enterprise standards

3.2.3. Maintain service lifecycle management information

3.2.4. Conduct service performance assessment and scalability planning

3.2.5. Develop tools and methodologies to support service lifecycle management activities

3.2.6. Plan for provisioning to include the following:

3.2.6.1. Commoditization – Defining the composition of capability packages, as listed below, for consumption throughout the enterprise:

3.2.6.1.1. Infrastructure

3.2.6.1.1.1. Products

3.2.6.1.1.2. Services

3.2.6.1.2. Content

3.2.6.1.2.1. Services

3.2.6.1.2.2. Information assets

3.2.6.1.2.3. Security

3.2.6.1.2.4. Metadata artifacts

3.2.6.1.2.5. Performance assessment artifacts

3.2.6.1.2.6. Management artifacts 

3.2.7. Commoditization – Generation of the capability packages, as defined above. 

3.2.8. Operations Support to include the following:  

3.2.8.1.1. Commodity Operations – The collection of metrics measuring the performance and risk of the operation of commodities within the enterprise.

3.2.8.1.2. Performance Evaluation and Risk Assessment – The analysis of metrics measuring the performance and risk of the operation of commodities within the enterprise.

3.2.8.1.3. Re-Commoditization – Repackaging of capability packages in response to performance and risk assessments, as defined above.

3.2.8.1.4. Runtime support – direct engineering support to operators in terms of performance tuning, near real time reconfiguration of fielded commodities, and crisis response and resolution.



3.3. Architecture and System Design (NOTE: If you are not using this requirement then please delete section 3.3.1 and put N/A after Architecture and System Design in section 3.3)



3.3.1. The contractor shall support the design and development of systems and associated enterprise architectures.  The contractor shall provide all required architectural documentation in compliance with Department of Defense Architectural Framework (DoDAF) Enterprise Architecture guidance, IT Enterprise Architecture, or other guidance as specified in the task order (such as AF SEAM).


3.4. Program Management  (NOTE: If you are not using this requirement then please delete section 3.4.1 and put N/A after Program Management in section 3.4)



3.4.1. The contractor shall provide personnel resources, adequate contract and management systems (to include Cost Accounting Systems, schedule, and performance), and facilities to successfully meet, plan, organize, staff, direct, and control the implementation of all requirements stated in this contract. The contractor shall implement production, delivery, and support of all components required under this contract.  The contractor shall, as an independent contractor, and not as an agent of the Government, furnish all management, labor, tools, supplies, and materials (except) as provided by the Government) necessary to perform the requirements contained herein.  The Government will have access to the following types of data: Task/Delivery Order status; maintenance problem report or trouble ticket status; site configuration information to include "as shipped" configurations; engineering change proposal status; all software, source code, and documentation, without any restrictions whatsoever by the contractor.   This data will be available as specified in the Task/Delivery Order and in accordance with DFARS clauses 252.227-7013, 252.227-7014 and 252.227-7015 as appropriate.



3.5. Program Manager (NOTE: If you are not using this requirement then please delete section 3.5.1 and put N/A after Program Manager in section 3.5)



3.5.1. The contractor shall identify a Program Manager who shall be the primary representative responsible for all work awarded under this contract, participating in Program Management Reviews and ensuring all standards referenced herein are adhered to.  The contractor shall support stakeholder meetings, staff meetings, engineering meetings, and other program meetings, as required.  


3.6. Task Order Management (NOTE: If you are not using this requirement then please delete section 3.6.1 and put N/A after Task Order Management in section 3.6)



3.6.1. The contractor shall establish and provide a qualified workforce capable of performing the required tasks.  The workforce may include a project/task order manager who will oversee all aspects of the task order. The contractor shall use key performance parameters to monitor work performance, measure results, ensure delivery of contracted product deliverables and services, support management and decision-making and facilitate communications.  The contractor shall identify risks, resolve problems and verify effectiveness of corrective actions.  The contractor shall institute and maintain a process that ensures problems and action items discussed with the Government are tracked through resolution and shall provide timely status reporting.  Results of contractor actions taken to improve performance should be tracked, and lessons learned incorporated into applicable processes.  The contractor shall establish and maintain a documented set of disciplined, mature, and continuously improving processes for administering all contract and task order efforts with an emphasis on cost-efficiency, schedule, performance, responsiveness, and consistently high-quality delivery.  The contractor shall provide transition plans as required.



4. Services Delivery Summary 

[Make sure the services required have measurable outcomes. Reference Appendix E12 to help define performance outcomes.] The Services Delivery Summary (SDS) will be in accordance with FAR Subpart 37.6, Performance-Based Acquisition.  



5. General Requirements 

[The General Information Section is here to capture all the requirements that do not logically fit or are not specifically covered in any of the other sections.  Modify as needed to meet your requirement. This section may include such things as required quality control plans or systems, location of the work, hours of work, physical security, emergency or special events, environmental or hazardous requirements, security requirements, specific training requirements, Modify each section IAW your requirements. Delete those that do not apply]

	

5.1. Place of Performance [Detail the place(s) of performance where all government contracted work will take place, including potential temporary duty locations, or any remote locations dependent on the task order].

The place of performance will be designated in each TO.  Work shall be performed at either the customer (Government) or contractor site.  Travel to other Government or contractor facilities may be required and will be specified in each TO.  Exercise and deployment support will be identified in applicable TOs.



5.2. Normal Hours of Operation 

The average workweek is 40 hours.  The average workday is 8 hours and the window in which those 8 hours may be scheduled is between 6:00 AM and 6:00 PM, Monday through Friday or as specified in the TO, except for days listed in Section G of the basic contract, Clause 5352.237-9002.  Billable hours are limited to the performance of services as defined in the TO.  Government surveillance of contractor performance is required to give reasonable assurance that efficient methods and effective cost controls are being used. Work in excess of the standard 40 hour work week requires prior written approval by   the Contracting Officer Representative (COR).  Overtime hours are not allowed under this Task Order.



5.3. Government Furnished Equipment (GFE)/Government-Furnished Information (GFI). 

[Identify any GFE and/or GFI, and any limitations that will be provided to the contractor.  For GFE, provide serial numbers and all identifying information.  (NOTE:  If GFE is a sizable list, indicate for example, “50 PC Pentium IVs,” and state that serial numbers will be provided at contract/TO award, along with location and delivery method.)  For GFI, list by document number and title, date, etc.  Include standards, specifications, and other reference material required to perform the contract/TO.  Include any facilities the Government may need to provide to contractor personnel for project performance]

When the contract requires the contractor to work in a Government facility, the Government will furnish or make available working space, network access, and equipment to include: 

· Windows PC with Microsoft Office Suite (Outlook, Word, Excel, PowerPoint, etc.) 

· Telephone (local and long distance calls authorized as dictated by contract performance requirements)

· Facsimile

· Copier

· Printer

Copies of required Government furnished materials cited in the solicitation, PWS, DD Form 254, and/or in the contract will be provided to the contractor in hard copy or soft copy.  All materials will remain the property of the Government and will be returned to the Government COR upon request or at the end of the contract period of performance. 

Equipment purchased by the contractor with the approval of the Government and directly charged to this contract shall be considered government owned-contractor operated equipment.  The contractor shall conduct a joint inventory and turn in this equipment to the COR upon request or completion of the contract. 



5.4. Billable Hours 

In order for man-hours to be billed, deliverable services must have been performed in direct support of a requirement in the TO PWS.  In the course of business, situations may arise where Government facilities may not be available for performance of the TO requirements (i.e., base closure due to weather, Force Protection conditions, etc.). When the base is officially closed no contractor services will be provided and no charges will be incurred and/or billed to any TO.  There may also be occasions when support contractors are invited to participate in morale and recreational activities (i.e., holiday parties, golf outings, sports days and other various social events).  Contractor employees shall not be directed to attend such events by the Government. Since a contract employee is not a government employee, the contract employee cannot be granted the same duty time activities as Government employees.  Participation in such events is not billable to the TO and contractor employee participation should be IAW the employees, company’s policies and compensation system.



5.5. Non-Personal Services  

The Government will neither supervise contractor employees nor control the method by which the contractor performs the required tasks.  Under no circumstances shall the Government assign tasks to, or prepare work schedules for, individual contractor employees.  It shall be the responsibility of the contractor to manage its employees and to guard against any actions that are of the nature of personal services, or give the perception of personal services.  If the contractor feels that any actions constitute, or are perceived to constitute personal services, it shall be the contractor’s responsibility to notify the Task Order (TO) Contracting Officers CO immediately. These services shall not be used to perform work of a policy/decision making or management nature, i.e., inherently Governmental functions.  All decisions relative to programs supported by the contractor shall be the sole responsibility of the Government.  These operating procedures may be superseded by Theater Commander’s direction during deployments.



5.6. Contractor Identification 

All contractor/subcontractor personnel shall be required to wear AF-approved or provided picture identification badges so as to distinguish themselves from Government employees. When conversing with Government personnel during business meetings, over the telephone or via electronic mail, contractor/subcontractor personnel shall identify themselves as such to avoid situations arising where sensitive topics might be better discussed solely between Government employees. Contractors/subcontractors shall identify themselves on any attendance sheet or any coordination documents they may review.  Electronic mail signature blocks shall identify their company affiliation.  Where practicable, contractor/subcontractors occupying collocated space with their Government program customer should identify their work space area with their name and company affiliation.



5.7. Training 

Contractor personnel are required to possess the skills necessary to support their company’s minimum requirements of the labor category under which they are performing.  Training necessary to meet minimum requirements will not be paid for by the Government or charged to TOs by contractors.



5.7.1. Mission-Unique Training 

In situations where the Government organization being supported requires some unique level of support because of program/mission-unique needs, then the contractor may directly charge the TO on a cost reimbursable basis. Unique training required for successful support must be specifically authorized by the TO CO.  Labor expenses and travel related expenses may be allowed to be billed on a cost reimbursement basis.  Tuition/Registration/Book fees (costs) may also be recoverable on a cost reimbursable basis if specifically authorized by the TO CO.  The agency requiring the unique support must document the TO file with a signed memorandum that such contemplated labor, travel, and costs to be reimbursed by the Government are mission essential and in direct support of unique or special  requirements to support the billing of such costs against the TO.



5.7.2. Other Government-Provided Training 

The contractor’s employees may participate in other Government provided training, on a non-discriminatory basis as among contractors, under the following circumstances:



a. The contractor employees’ participation is on a space-available basis,

b. The contractor employees’ participation does not negatively impact performance of this task order,

c. The Government incurs no additional cost in providing the training due to the contractor employees’ participation, and

d. Man-hours spent due to the contractor employees’ participation in such training are not invoiced to the task order



5.8. Information Assurance (IA) Technical Considerations 

The contractor shall ensure that all advisory and assistance deliverables meet the requirements of the DoD Information Assurance Certification and Accreditation Process (DIACAP), DoDI 8500.2, and Intelligent Community Directive (ICD) 503, or the most current standards and guidance that are applicable.  This includes Certification and Accreditation (C&A) activities.  The contractor shall provide advisory and assistance services that are in compliance with and support DoD, USAF and Intelligent Community (IC) Public Key Infrastructure (PKI) policies.  The contractor shall support activities to make applications PK-enabled (PKE) in order to achieve standardized, PKI-supported capabilities for biometrics, digital signatures, encryption, identification and authentication.  The contractor shall assist in defining user and registration requirements to Local Registration Authorities (LRAs).  The contractor shall provide solutions that meet confidentiality, data integrity, authentication, and non-repudiation requirements.  Contractor solutions shall comply with National Institute for Standards and Technologies (NIST) and Federal Information Processing Standards (FIPS) or IC standards as applicable.

  

Technical or management certifications are required for anyone performing Information Assurance activities.  The contractor shall ensure personnel are compliant with DoD 8570.01-M, Information Assurance Workforce Improvement Program, 19 December 2005 (with all current changes), and Department of Defense Directive (DoDD) 8570.01, Information Assurance Workforce Training, Certification and Workforce Management and as stipulated in Section H of the basic contract, Clause H101. 



The contractor shall provide security and information assurance support, protecting information and information systems, and ensuring confidentiality, integrity, authentication, availability and non-repudiation.  The contractor shall provide application services support for Certification and Accreditation (C&A) processes, DIACAP processes, SISSU (Security, Interoperability, Supportability, Sustainability, Usability) processes, Enterprise Information Technology Data Repository (EITDR) certification.



5.9. Security 

The contractor shall provide security and information assurance support, protecting information and information systems, and ensuring confidentiality, integrity, authentication, availability and non-repudiation.  The contractor shall provide EISM services support for Certification and Accreditation (C&A) processes, DIACAP processes, SISSU (Security, Interoperability, Supportability, Sustainability, Usability) processes, Enterprise Information Technology Data Repository (EITDR) certification.



5.10. Systems Engineering 

The contractor shall employ disciplined systems engineering processes in accomplishing contract tasking, using commercial best practices IAW of AFI 63-1201, Life Cycle Systems Engineering, for systems engineering processes in planning, architecting, requirements development and management, design, technical management and control, technical reviews, technical measurements, integrated risk management, configuration management, data management, interface management, decision analysis, and test and evaluation, verification and validation.  Task orders may further refine the systems engineering processes according to MAJCOM policies and practices.  The contractor shall employ the principles of open technology development described in the DoD Open Technology Development Guidebook (http://www.acq.osd.mil/jctd/articles/OTDRoadmapFinal.pdf  ) and in Net-Centric Enterprise Solutions for Interoperability (NESI) body of knowledge (see http://nesipublic.spawar.navy.mil/)  and systems engineering activities used in developing contractor solutions shall adhere to open architecture designs for hardware and software, and employ a modular open systems architecture approach.  The contractor’s systems engineering planning and design activities shall also adhere to the DoDs and ICs Information Sharing and Net Centric Strategies published by the IC and DoD CIOs (see http://www.defenselink.mil/cio-nii/) and the engineering body of knowledge and lesson’s- learned accumulated in NESI.



5.11. Architecture and System Design

The contractor shall support the design and development of systems and associated enterprise architectures.  The contractor shall provide all required architectural documentation in compliance with Department of Defense Architectural Framework (DoDAF) Enterprise Architecture guidance, IT Enterprise Architecture, or other guidance as specified in the task order (such as AF SEAM).



5.12. Performance Reporting 

The contractor’s performance will be monitored by the Government and reported in Contractor Performance Assessment Reporting (CPARs).  Performance standards shall include the contractor’s ability to:

a. Provide quality advisory and assistance services and customer support;

b. Meet customer’s agreed-upon timelines for scheduled delivery of services

c. Provide timely and accurate reports; and

d. Respond to the customer’s requests for quotes and configuration assistance as identified in each task order



5.13. Travel  (NOTE: If you are not using this requirement then please delete section 5.13.1 and put N/A after Travel in section 5.13)



5.13.1 The contractor shall be required to perform periodic travel in accomplishment of TOs both within and outside the Continental United States. Passports and VISAs may be required.  The contractor shall coordinate specific travel arrangements with the individual Contracting Officer or Contracting Officer’s Representative to obtain advance, written approval for the travel about to be conducted. The contractor’s request for travel shall be in writing and contain the dates, locations, and estimated costs of the travel in accordance with the basic contract clause H047.  The contractor shall be responsible for obtaining all passenger transportation, lodging, and subsistence, both domestic and overseas, required in the performance of task orders.  Allowable travel costs are described in the Federal Acquisition Regulation (FAR) 31.205-46. If any travel arrangements cause additional costs to the task order that exceed those previously negotiated, written approval by CO is required, prior to undertaking such travel.  The Joint Travel Regulation (JTR) does not apply to contractors; however, may be used to aid the contracting officer in making individual decisions regarding travel rules.  Costs associated with contractor travel shall be in accordance with FAR Part 31.205-46, Travel Costs.  The contractor shall travel using the lower cost mode transportation commensurate with the mission requirements. When necessary to use air travel, the contractor shall use the tourist class, economy class, or similar accommodations to the extent they are available and commensurate with the mission requirements.  Travel will be reimbursed on a cost reimbursable basis; no profit or fee will be paid.  



The Government will provide the contractor access to all facilities, as required, to perform in accordance with this PWS.  The contractor shall be subject to all military rules and regulations while working on or visiting a military installation.  The contractor shall prepare and send visit requests to the intended site’s point of contact (with a copy to the Program Office) in sufficient time for the site to process the contractor’s permission to obtain access to the Government facility. 



5.14. Records, Files, Documents [Monitor for any updates to these manuals/instructions]

All physical records, files, documents, and work papers, provided and/or generated by the Government and/or generated for the Government in performance of this PWS, maintained by the contractor which are to be transferred or released to the Government or successor contractor, shall become and remain Government property and shall be maintained and disposed of IAW AFMAN 33-363, Management of Records; AFI 33-364, Records Disposition – Procedures and Responsibilities; the Federal Acquisition Regulation, and/or the Defense Federal Acquisition Regulation Supplement, as applicable.  Nothing in this section alters the rights of the Government or the contractor with respect to patents, data rights, copyrights, or any other intellectual property or proprietary information as set forth in any other part of this PWS or the EISM contract of which this PWS is a part (including all clauses that are or shall be included or incorporated by reference into that contract).



5.15. Personnel Security

Individuals performing work under these task orders shall comply with applicable program security requirements as stated in the task order.  NETCENTS-2 will support the following levels of security:  Unclassified; Unclassified, But Sensitive; Secret (S); Secret Sensitive Compartmented Information (S/SCI); Top Secret (TS); and Top Secret Sensitive Compartmented Information (TS/SCI).



Certain task orders may require personnel security clearances up to and including Top Secret and certain task orders may require all employees to be United States citizens.  The security clearance requirements will depend on the security level required by the proposed task order.  The task orders may also require access to sensitive compartmented information (SCI) for which SCI eligibility will be required.  Contractors shall be able to obtain adequate security clearances prior to performing services under the task order.  The Contract Security Classification Specification (DD Form 254) will be at the basic contract and task order level and will encompass all security requirements.  All contractors located on military installations shall also comply with Operations Security (OPSEC) requirements as set forth in DoD Directive 5205.02, Operations Security Program, AFI 10-701, Operations Security, DoD directive 5230.25, Control Procedures for Enhanced Technical Information Management Systems (ETIMS), and the International Traffic in Arms Regulation (ITAR).  In accordance with DoD 5200.2-R, Personnel Security Program (Jan 87), DoD military, civilian, consultants, and contractor personnel using unclassified automated information systems, including e-mail, shall have, at a minimum, a completed favorable National Agency Check plus Written Inquiries (NACI).  The contractor may be required to have all employees, prime and subcontracted, sign a non-disclosure agreement (NDA) prior to obtaining access to DoD or Air Force data.  The original NDAs shall be submitted to the Contracting Officer.



The types of Personnel Security Investigations (PSI) required for the contractor vary in scope of investigative effort depending upon requirements of the Government and/or conditions of the contract/task order.  In cases where access to systems such as e-mail is a requirement of the Government, application/cost for the PSI shall be the responsibility of the Government.  In cases where access to systems is as a condition of the contract/task order, application/cost for the appropriate PSI shall be the responsibility of the contractor.  In such instances, the contractor shall diligently pursue obtaining the appropriate PSI for its employees prior to assigning them to work any active task order.



5.16. System and Network Authorization Access Requests

For Contractor personnel who require access to DoD, DISA, or Air Force computing equipment or networks, the Contractor shall have the employee, prime or subcontracted, sign and submit a System Authorization Access Report (SAAR), DD Form 2875.



5.17. Transmission of Classified Material (NOTE: If you are not using this requirement, then please delete section 5.17.1 below and put N/A after Transmission of Classified Material in section 5.17)



5.17.1 The contractor shall transmit and deliver classified material/reports IAW the National Industrial Security Program Operating Manual (DoD 5220.22-M).  These requirements shall be accomplished as specified in the task order.



5.18. Protection of System Data

Unless otherwise stated in the task order, the contractor shall protect system design related documents and operational data whether in written form or in electronic form via a network in accordance with all applicable policies and procedures for such data, including DOD Regulations 5400.7-R and 5200.1-R to include latest changes, and applicable service/agency/ combatant command policies and procedures.  The contractor shall protect system design related documents and operational data at least to the level provided by Secure Sockets Layer (SSL)/Transport Security Layer (TSL)-protected web site connections with certificate and or user id/password-based access controls.  In either case, the certificates used by the Contractor for these protections shall be DoD or Intelligence Community (IC) approved Public Key Infrastructure (PKI) certificates issued by a DoD approved External Certification Authority (ECA) and shall make use of at least 128-bit encryption



5.19. Section 508 of the Rehabilitation Act

The Contractor shall meet the requirements of the Access Board’s regulations at 36 CFR Part 1194, particularly 1194.22, which implements Section 508 of the Rehabilitation Act of 1973, as amended.  Section 508 (as amended) of the Rehabilitation Act of 1973 (20 U.S.C. 794d) established comprehensive requirements to ensure: (1) Federal employees with disabilities are able to use information technology to do their jobs, and (2) members of the public with disabilities who are seeking information from Federal sources will be able to use information technology to access the information on an equal footing with people who do not have disabilities.  



5.20. Documentation and Data Management

The contractor shall establish, maintain, and administer an integrated data management system for collection, control, publishing, and delivery of all program documents.  The data management system shall include but not be limited to the following types of documents:  CDRLs, White Papers, Status Reports, Audit Reports, Agendas, Presentation Materials, Minutes, Contract Letters, and Task Order Proposals.  The contractor shall provide the Government with electronic access to this data, including access to printable reports.    



5.21. Performance of Services During Crisis Declared by the President of the United States, the Secretary of Defense, or Overseas Combatant Commander:

The performance of these services may not be considered mission essential during time of crisis.  Should a crisis be declared by the Secretary of Defense, the TO CO or representative will verbally advise the contractor of the revised requirements followed by written instruction.  



5.22. Inspection of Services Clause 

Include from FAR 52.246 (as determined by contract type) gives the right to inspect contractor performance so long as it doesn’t cause undue delay to delivery of those services.



5.23. Anthrax Information

5.23.1 In accordance with the Air Force Anthrax Vaccine Immunization Program (AVIP), 18 Jan 2007, any Mission Essential contractor personnel performing work in the CENTCOM AOR or Korea for greater than 15 consecutive days are required to obtain the Anthrax vaccination. 



5.24. Organizational Conflict of Interest (OCI) 

Whenever the Government solicits information from the contractor for the purposes of issuing a potential TO (or, if the Government issues a TO without first soliciting information from the contractor), unless the TO states that it is exempt from the OCI provisions, the contractor shall promptly review the services ordered prior to commencing performance and inform the TO PCO, in writing, of any pre-existing circumstances which might create a conflict of interest under the OCI provisions of this contract with a plan to mitigate conflicts. In such event, the Government may, in its sole discretion, either cancel the TO with no-cost to the Government or grant a waiver to the OCI provisions and direct the contractor to proceed with performance. This process will also apply over the life of the TO.



5.25. On-Site Task Approval Process

The contractor shall, for CONUS tasks (7-day notice) and for OCONUS tasks (14-day notice), notify the on-site COR in writing before a requirements analysis/conceptual design visit, site survey, and other on-site tasks are to be performed.  The following information must be provided; Names of Employees, SSAN, Security Clearance, Location, Project Number, On/About Date Planned for On-Site Work, Anticipated Duration of Visit, Support Required.



5.26. Quality Processes 
ISO/IEC 20000 is required at the contract level. (This certification must be held at the organizational level performing the contract.) No “higher” or additional certification levels can be required at the task order level.



5.27. Data deliverables [Define deliverables required for individual task orders. This section contains information on data requirements, such as reports or any of those items contained within a contract data reports list (CDRL).  Strive to minimize data requirements that require government approval and delivery. Only acquire data that are absolutely necessary. The usual rule of thumb is to limit data to those needed by the government to make a decision or to comply with a higher level requirement.  Deliverables should relate directly to performance/service delivery summary in section 4.0. Some sample language is provided below]

· A001: Government required services may take the form of information, advice, opinions, alternatives, studies, presentations, analyses, evaluations, schedules, recommendations, training, and technical support.  



· A002: Status of this project shall be included in the monthly Program Management Reviews (PMR) presented to the Government.  The PMR shall generally summarize the status and progress of all activities performed by the contractor under this PWS.  Additional topics shall be addressed as requested by the COR.  PMRs shall be held as directed by the COR. 



· A003: Develop a work plan that ensures both short- and long-term ability to accomplish the mission’s planned work.  Provide a master schedule of how this work plan will enable execution of AFDW support programs.



[Detailed CDRL requirements and formats should be provided in Exhibits IAW DFAR 	204.7105 on DD Form 1423-1, FEB 2001.]



The Government requires all deliverables that include Scientific and Technical Information (STINFO), as determined by the Government, be properly marked IAW DoD Directives 5400.7R and 5230.24, and AFI 61-204 prior to initial coordination or final delivery.  Failure to mark deliverables as instructed by the government will result in non-compliance and non-acceptance of the deliverable.  The contractor will include the proper markings on any deliverable deemed STINFO regardless of media type, stage of completeness, or method of distribution.  Therefore, even draft documents containing STINFO and STINFO sent via e-mail require correct markings.  Additionally, as required by individual Task/Delivery Orders, the contractor shall formally deliver as a CDRL all intellectual property, software, licensing, physical records, files, documents, working papers, and other data for which the Government shall treat as deliverable.



5.28. Applicable standards. Insert applicable standards affecting your requirements from Appendix E8.  












NETCENTS-2 SOLUTIONS


Enterprise Integration and Service Management (EISM)


Advisory and Assistance Services (A&AS)


Performance Work Statement (PWS)


NETCENTS-2


PERFORMANCE WORK STATEMENT (PWS)


Enterprise Integration and Service Management (EISM)


Advisory and Assistance Services (A&AS)


1.  NETCENTS-2 INTRODUCTION

1.1 Organization


HQ 754th ELSG/ES -- Directorate of Acquisition


1.1.1 Identification


HQ 754th ELSG/ES


ATTN: Francine N. Nix


490 East Moore Drive, Bldg 892, Suite 270


MAFB-Gunter Annex, AL  36114


1.2 NETCENTS-2 Goal


The goal of the overall NETCENTS-2 program is to support missions that require voice, data, and video communications, information services, solutions, and products to deliver the right information, in the right format, to the right place, at the right time – efficient in peace, effective in war, and ensuring success across the spectrum of operations.  NETCENTS-2 supports the IT lifecycle to include legacy operational and sustainment activities, re-engineering of legacy capabilities into target architectures and environments, and future service-oriented capabilities.  NETCENTS-2 is an enabler to meet Air Force IT transformation goals to allow for innovation with the ability to more rapidly provision and field capabilities.  NETCENTS-2 enables the ability to segregate aspects of full system lifecycles into more granular components that can be composed into integrated capabilities for the warfighter.  Furthermore, NETCENTS-2 enables different solution providers to participate over the course of the program lifecycle.  For example, the solution providers for development may be different from those that accomplish deployment, operation, and support.  


1.3 NETCENTS-2 Scope


The NETCENTS-2 ID/IQ contracts will provide a wide range of IT Network-centric and Telephony products, services and solutions covering the full spectrum of netcentric operations and missions, including existing legacy infrastructure, networks, systems and operations as well as emerging requirements based on the AF Chief Information Officer’s (CIO’s) SOA construct.  The contracts will provide Network-Centric Information Technology, Networking, and Security, Voice, Video and Data Communications, system solutions and services to satisfy the Combat Support (CS), Command and Control (C2), and Intelligence Reconnaissance and Surveillance (ISR) Air Force and Department of Defense (DoD) requirements worldwide.  These contracts will provide users the capabilities to find, access, collaborate, fuse, display, manage, and store information on the Department of Defense (DoD) Global Information Grid (GIG).   AF sites may include commercial-off-the-shelf (COTS) National Security Systems (NSS), intelligence data handling equipment, C2 equipment, Local Area Networks (LAN), Wide Area Networks (WAN), secure and non-secure video, voice and data systems, and/or mission equipment. The equipment processes information of varying security classifications and may include sites that are Sensitive Compartmented Information Facilities (SCIFs).


All effort supported under this contract shall be provided in accordance with Department of Defense, United States Air Force, or DOD Intelligence Information Systems (DoDIIS), and National Security Agency standards as applicable to the task order.  Efforts under this contract will support industry best practices when not proscribed by aforementioned standards.

1.4 NETCENTS-2 Acquisition Strategy 


NETCENTS-2 consists of various related IDIQ contracts in an effort to meet the above-stated goals. There are functions where performance on one task order may limit, because of dependencies or type of activity (e.g., support to the Government), work on other task orders.  Total solutions will potentially be composed of combinations of subsets of the contract.  NETCENTS-2 comprises the following suite of contracts:


1. Netcentric Products – COTS products to support the network 


2. NetOps and Infrastructure Solutions – Solutions to support network operations, core enterprise services, and infrastructure development and operations (including legacy Telephony) 


3. Application Services  –  Services to sustain, migrate, integrate, re-engineer, and expose Mission Applications for secure access by authorized users, by establishing web and netcentric services, to include help desk, testing and operational support, in legacy and netcentric enterprise environments.  


4. Enterprise Integration and Service Management (A&AS) - Enterprise level integration/portfolio management activities


5. IT Professional Support and Engineering Services Advisory and Assistance Services (A&AS) 


The NETCENTS-2 contracts enable the delivery of products, services and solutions that adhere to the AF Enterprise Architecture (AF EA) and complement each other as depicted in Figure 1. 
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Figure1.  Relationship of Contract Areas


1.5 Air Force IT Challenge


Currently, the Air Force has multiple, disparate and sub-optimized collections of computing and communications resources.  Each set of resources is managed independently, resulting in costly and inefficient redundancy.  Different networks, multiple computing centers, and stove-pipe systems all make it difficult for end users to access consistent and relevant information in a timely manner, allocate resources to respond to demand, and consequently make timely and informed decisions.


1.6 NETCENTS-2 Solution


NETCENTS-2 is a vehicle enabling the IT lifecycle to include legacy operational and sustainment activities, migration of legacy systems, and future service-oriented capabilities.  NETCENTS-2 provides a streamlined, enterprise-supported contract vehicle that enables the consolidation of many existing base-level contracts for Operations and Maintenance (O&M) activities. In addition, NETCENTS-2 supports the re-engineering and modernization of legacy systems through the rapid, incremental delivery of solutions, enabling improved day-to-day operations and warfighting mission execution.  NETCENTS-2 provides a contract vehicle for the acquisition of the components, such as infrastructure, services, resources and activities, required to implement service-oriented capabilities. 


To support the re-engineering of legacy systems and future service-oriented capabilities, the AF has created a set of information sharing business rules called the Singularly-Managed Infrastructure (SMI) and Enterprise Level Security (ELS) (SMI-ELS).  SMI-ELS is not a technical solution or specific product, instead it guides a business model informed by governance and architecture that affects all aspects of a Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel and Facilities (DOTMLPF) solution for the effective implementation of a secure Netcentric Data Strategy (NCDS). SMI-ELS gives form to processes such as architecture and acquisition; technical solutions such as networks, vocabulary-based web services, applications, data repositories, and computing infrastructures; and force transformation, to drive Air Force systems and users into higher degrees of information and knowledge-based operations.


The NETCENTS-2 scope of work directly supports SMI-ELS objectives, as follows: 


1. SMI: The Singularly Managed Infrastructure will place AF core service computing and                                             communications resources under a single enterprise-wide management construct.  This does not mean consolidating resources into a single physical location for management purposes.  Many high-end computing platforms, like those used to run simulations, may have internal management constructs as their resources are not shared across the enterprise.  However, any interaction between these localized collections and any other computing resources will fall under the SMI construct.  Likewise, not all communications (i.e., MILSTAR satellites) may be individually managed under the SMI concept, but the overall capability delivered by these resources will adhere to SMI concepts.  The SMI will operate over existing physical locations, with some adaptation of those physical locations based on business case analyses, to manage all computing resources from the enterprise perspective.  Existing data centers, such as the MAJCOM Computing Centers, will be integrated into the SMI and the management of the resources within those Centers will be subject to the SMI processes and procedures.



2. ELS: The Enterprise Level Security will enable authorized users to locate, access, and utilize information from authoritative sources regardless of the location of the data as long as information security guidelines stipulated are met. 

NETCENTS-2 also provides the contract vehicle to support the development of vocabulary-based web services, content delivery and presentation services, and new mission applications that operate in netcentric enterprise environments and exploit SOA infrastructures.


This contract provides the services management support required by SMI-ELS.  Service Management (SM) ensures that: (1) agreed upon services are delivered when and where they are supposed to be delivered and (2) services operate as agreed upon.  Using NETCENTS-2 contract vehicles, portfolio managers implement SM with a focus on risk mitigation and policies that require built-in closed-loop governance mechanisms. 


1.7 Governance


The services and solutions delivered under NETCENTS-2 in support of Air Force operations will be subject to the oversight of an Air Force enterprise level governance structure and set of processes.  The governance processes will employ systems engineering fundamentals, ensure adherence to the Air Force Enterprise Architecture, and be implemented along with the normal reviews in the acquisition process.  The governance structure has three tiers, strategic, operational, and tactical, where policy will be set at the strategic level, reviews for compliance and technical rigor will be done at the operational level, and contract mechanics will be handled at the tactical level.  Further explanation of the governance structure is explained in the User’s Guide.


2.  PURPOSE

The objective of this contract is to provide non-personal Advisory and Assistance Services (A&AS) to provide a broad range of enterprise-level support services for Enterprise Integration and Service Management activities to the Air Force including but not limited to locations inside the contiguous United States (CONUS), outside the contiguous United States (OCONUS) and war zone areas.  This contract supports the Global Information Grid (GIG) architecture; Defense Information Infrastructure (DII), Air Force,  Defense Communications Systems info-structure for computer networks and telecommunications network mission areas and Intelligence Community Information Sharing environments.  The services acquired on this contract apply to the full range of security domains, Unclassified through Top Secret/Collateral classifications, plus Special Category (SPECAT) and compartments (e.g., Sensitive Compartmented Information (SCI)).  


2.1 Goal

The goal of this contract is to provide a full range of enterprise-level support services for Enterprise Integration and Service Management activities to support the full spectrum of netcentric operations and missions.  It will help our war fighters be efficient in peace and effective in war while providing them the right information in the right format to the right place at the right time.  This contract will support United States Air Force customers that work in transitory, static, and deployed locations throughout the world.  These services will align with joint and interagency policies and guidance to support assets and capabilities to create an interoperable force capability. This contract will also help the DoD achieve information superiority as called for in Joint Vision 2020 and supports adherence to the Systems Engineering Process (SEP) as specified in the DoD 5000 – series.  


2.2 Scope

The Enterprise Integration and Service Management contract will provide a wide range of non-personal enterprise-level engineering, integration, and services management support worldwide for US Air Force customers.  This contract will provide users with services to enable 1) enterprise integration, and 2) service management support for both infrastructure and mission capabilities.  This will include services to integrate capabilities within a domain and between domains within the enterprise.


2.3 Netcentric Strategies, Standards, and the Use of This Contract by Other Agencies and Departments


Specific standards, guidance, and applicable documents within this contract are written with the intent of accomplishing Air Force netcentric strategies and National Information Sharing strategies.  These strategies will evolve over time and, when appropriate, the AF will revise and replace standards accordingly.  The contractor shall conform to Air Force strategies and visions and adhere to associated standards.  If used by other agencies and departments for the same purpose, they may specify and substitute other standards, guidance, and applicable documents within their task orders that are appropriate to provide solutions tailored to meet their netcentric strategies.


The EISM contracts are for AF use only.  All orders for EISM shall be issued by HQ 754th ELSG/ES Contracting Office.  


3.  TECHNICAL REQUIREMENTS

For each advisory and assistance service requirement, the contractor shall respond to Requests for Quote (RFQs) and Requests for Proposal (RFPs) with proposals which shall include required labor categories, work breakdown structures, and hour justifications for Government evaluation.  This PWS encompasses the scope of requirements the contractor is required to perform.   Individual task orders will describe specific requirements.  All of the requirements identified in Section 3 are for A&AS services tied to a fundamental IT requirement.  The contractor shall perform the following requirements throughout the life of this contract, regardless of the requirements associated with individual ID/IQ task orders written against this PWS.  


3.1 Enterprise Integration Support


The contractor shall support the Government to:


· Maintain information about legacy systems in enterprise architectures

· Incorporate enterprise technical standards into enterprise architectures


· Evaluate and recommend emerging and evolving technologies and solutions 


· Maintain target enterprise architectures to include definition of the infrastructure and mission capabilities


· Conduct analyses to support portfolio management regarding legacy environments


· Define target architectures for legacy environment re-engineering


· Develop plans and strategies to re-engineering of legacy environments to the target enterprise architecture


· Conduct engineering analyses and assessments to support legacy environment re-engineering


· Conduct enterprise architecture analysis to identify capability gaps


· Generate requirements to resolve capability gaps


· Define target architectures to address capability gaps


· Develop implementation plans to fulfill capability requirements


· Conduct enterprise-wide and cross-domain engineering and architectural analyses


· Develop tools and methodologies to support enterprise integration activities 


· Assist Communities of Interest (COIs) in the execution of their responsibilities IAW the COI Primer


· Reengineer enterprise business processes 


· Develop enterprise service standards and processes


· Define service architectures (i.e., the composition of interrelated services necessary to deliver a capability) for re-engineering of legacy applications and legacy environments


· Define service architectures for the implementation of new capabilities


· Develop plans and strategies to re-engineer legacy applications and legacy environments into the target service architectures


· Develop plans and strategies to implement new service architectures 


· Conduct engineering analyses, modeling and assessments of service architectures 


· Develop transition plans to migrate existing legacy applications and legacy environments to service architectures 


· Construct and maintain enterprise-level Service Level Agreements (SLAs) 


· Assess performance of fielded and operational commodities within the enterprise to meet their SLAs.


3.2 Service Management Support


In this contract, Service Management (SM) is defined as a discipline for managing information technology (IT) systems, philosophically centered on the customer's perspective of IT's contribution to the business. The contractor shall provide SM support as described in the paragraphs below.  This contract focuses on advisory and assistance support for the enterprise or strategic level requirements.


The contractor shall support the Government to:


· Ensure legacy services adhere to enterprise standards


· Ensure new services adhere to enterprise standards


· Maintain service lifecycle management information


· Conduct service performance assessment and scalability planning


· Develop tools and methodologies to support service lifecycle management activities


· Plan for provisioning to include the following:


· Commoditization – Defining the composition of capability packages, as listed below, for consumption throughout the enterprise:


· Infrastructure


· Products


· Services


· Content


· Services


· Information assets


· Security


· Metadata artifacts


· Performance assessment artifacts


· Management artifacts 


· Commoditization – Generation of the capability packages, as defined above. 


· Operations Support to include the following:  


· Commodity Operations – The collection of metrics measuring the performance and risk of the operation of commodities within the enterprise.


· Performance Evaluation and Risk Assessment – The analysis of metrics measuring the performance and risk of the operation of commodities within the enterprise.


· Re-Commoditization – Repackaging of capability packages in response to performance and risk assessments, as defined above.


· Runtime support – direct engineering support to operators in terms of performance tuning, near real time reconfiguration of fielded commodities, and crisis response and resolution.



4.  GENERAL REQUIREMENTS


4.1 Place of Performance 


The place of performance will be designated in each TO. Work shall be performed at either the customer (Government) or contractor site. Travel to other Government or contractor facilities may be required and will be specified in each TO.  Exercise and deployment support will be identified in applicable TOs.


4.2 Normal Hours of Operation 


The average workweek is 40 hours. The average workday is 8 hours and the window in which those 8 hours may be scheduled is between 6:00 AM and 6:00 PM, Monday through Friday or as specified in the TO, except for Days as listed in Section G, Clause 5352.237-9002.  Billable hours are limited to the performance of services as defined in the TO.  Government surveillance of contractor performance is required to give reasonable assurance that efficient methods and effective cost controls are being used.  Work in excess of the standard 40 hour work week requires prior written approval by the Quality Assurance Personnel (QAP).


4.3 Billable Hours 


In order for man-hours to be billed, deliverable services must have been performed in direct support of a requirement in the TO PWS. In the course of business, situations may arise where Government facilities may not be available for performance of the TO requirements (i.e., base closure due to weather, Force Protection conditions, etc.). When the base is officially closed no contractor services will be provided and no charges will be incurred and/or billed to any TO. There may also be occasions when support contractors are invited to participate in morale and recreational activities (i.e., holiday parties, golf outings, sports days and other various social events). Contractor employees shall not be directed to attend such events by the Government. Since a contract employee is not a government employee, the contract employee cannot be granted the same duty time activities as Government employees. Participation in such events is not billable to the TO and contractor employee participation should be IAW the employees, company’s policies and compensation system.


4.4 Non-Personal Services 


The Government will neither supervise contractor employees nor control the method by which the contractor performs the required tasks. Under no circumstances shall the Government assign tasks to, or prepare work schedules for, individual contractor employees. It shall be the responsibility of the contractor to manage its employees and to guard against any actions that are of the nature of personal services, or give the perception of personal services. If the contractor feels that any actions constitute, or are perceived to constitute personal services, it shall be the contractor’s responsibility to notify the Task Order (TO) Contracting Officer (CO) immediately. These services shall not be used to perform work of a policy/decision making or management nature, i.e., inherently Governmental functions. All decisions relative to programs supported by the contractor shall be the sole responsibility of the Government.   These operating procedures maybe superseded by Theater Commander’s direction during deployments.


4.5 Contractor Identification 


All contractor/subcontractor personnel shall be required to wear AF-approved or provided picture identification badges so as to distinguish themselves from Government employees. When conversing with Government personnel during business meetings, over the telephone or via electronic mail, contractor/subcontractor personnel shall identify themselves as such to avoid situations arising where sensitive topics might be better discussed solely between Government employees. Contractors/subcontractors shall identify themselves on any attendance sheet or any coordination documents they may review. Electronic mail signature blocks shall identify their company affiliation.  Where practicable, contractor/subcontractors occupying collocated space with their Government program customer should identify their work space area with their name and company affiliation.


4.6 Training 


Contractor personnel are required to possess the skills necessary to support their company’s minimum requirements of the labor category under which they are performing.  Training necessary to meet minimum requirements will not be paid for by the Government or charged to TOs by contractors.


4.6.1 Mission-Unique Training


In situations where the Government organization being supported requires some unique level of support because of program/mission-unique needs, then the contractor may directly charge the TO on a cost reimbursable basis. Unique training required for successful support must be specifically authorized by the TO CO. Labor expenses and travel related expenses may be allowed to be billed on a cost reimbursement basis. Tuition/Registration/Book fees (costs) may also be recoverable on a cost reimbursable basis if specifically authorized by the TO CO. The agency requiring the unique support must document the TO file with a signed memorandum that such contemplated labor, travel, and costs to be reimbursed by the Government are mission essential and in direct support of unique or special requirements to support the billing of such costs against the TO.


4.6.2 Other Government-Provided Training 


The contractor’s employees may participate in other Government-provided training, on a non-discriminatory basis as among contractors, under the following circumstances:


(1) The contractor employees’ participation is on a space-available basis,


(2) The contractor employees’ participation does not negatively impact performance of this task order,


(3) The Government incurs no additional cost in providing the training due to the contractor employees’ participation, and


(4) Man-hours spent due to the contractor employees’ participation in such training are not invoiced to the task order.


4.7 Information Assurance (IA) Technical Considerations


The contractor shall ensure that all advisory and assistance deliverables meet the requirements of the DoD Information Assurance Certification and Accreditation Process (DIACAP), DoDI 8500.2, Intelligence Community Directive 503, or the most current standards and guidance that are applicable.  The contractor shall provide advisory and assistance services that are in compliance with and support DoD, USAF and Intelligence Community (IC) Public Key Infrastructure (PKI) policies.  The contractor shall support activities to make applications PK-enabled (PKE) in order to achieve standardized, PKI-supported capabilities for biometrics, digital signatures, encryption, identification and authentication.  The contractor shall assist in defining user and registration requirements to Local Registration Authorities (LRAs).  The contractor shall provide solutions that meet confidentiality, data integrity, authentication, and non-repudiation requirements.  Contractor solutions shall comply with National Institute for Standards and Technologies (NIST) and Federal Information Processing Standards (FIPS) standards or IC standards as applicable.  


Technical or management certifications are required for anyone performing Information Assurance activities.  The contractor shall ensure personnel are compliant with DoD 8570.01-M, Information Assurance Workforce Improvement Program, 19 December 2005, and Department of Defense Directive (DoDD) 8570.01, Information Assurance Workforce Training, Certification and Workforce Management and as stipulated in Section H, Clause H101.


4.8 Systems Engineering 


The contractor shall employ disciplined systems engineering processes in accomplishing contract  tasking, using commercial best practices IAW of AFI 63-1201, Life Cycle Systems Engineering, for systems engineering processes in planning, architecting, requirements development and management, design, technical management and control, technical reviews, technical measurements, integrated risk management, configuration management, data management, interface management, decision analysis, and test and evaluation,  verification and validation.  Task orders may further refine the systems engineering processes according to MAJCOM policies and practices. The contractor shall employ the principles of open technology development described in the DoD Open Technology Development Guidebook (http://www.acq.osd.mil/jctd/articles/OTDRoadmapFinal.pdf ) and in Net-Centric Enterprise Solutions for Interoperability (NESI) body of knowledge (see http://nesipublic.spawar.navy.mil/ ), and systems engineering activities used in developing contractor solutions shall adhere to open architecture designs for hardware and software, and employ a modular open systems architecture approach.   The contractor’s systems engineering planning and design activities shall also adhere to the DoD’s and IC’s Information Sharing and Net Centric Strategies published by the IC and DoD CIOs (see http://www.defenselink.mil/cio-nii/ )  and the engineering body of knowledge and lesson’s- learned accumulated in NESI.  


4.9 Architecture and System Design 


The contractor shall support the design and development of systems and associated enterprise architectures.  The contractor shall provide all required architectural documentation in compliance with Department of Defense Architectural Framework (DoDAF) Enterprise Architecture guidance or other guidance as specified in the task order.

5.  CONTRACT REQUIREMENTS


The following contract requirements are applicable to all Task/Delivery orders.


5.1 Performance Reporting


The contractor’s performance will be monitored by the Government and reported in the Contractor Performance Assessment Reporting (CPARs).  Performance standards shall include the contractor’s ability to: 


1. Provide quality advisory and assistance services and customer support;


2. Meet customer’s agreed-upon timelines for scheduled delivery of services


3. Provide timely and accurate reports in accordance with paragraph 5; and


4. Respond to the customer’s requests for quotes and configuration assistance as identified in each task order.   


5.2 Program Management


The Contractor shall provide personnel resources, adequate contract and management systems (to include Cost Accounting Systems), and facilities to successfully meet, plan, organize, staff, direct, and control the implementation of all requirements stated in this contract. The Contractor shall implement production, delivery, and support of all components required under this contract. The Contractor shall also have the capability to manage a large number of multiple, NCITNTS system design and installation projects of varying complexity at various DoD and other non-DoD locations worldwide, simultaneously.


The Government will have access to the following types of data: Task/Delivery Order status; maintenance problem report or trouble ticket status; site configuration information to include "as shipped" configurations; engineering change proposal status. This data will be available as specified in the Task/Delivery Order.


5.2.1 Program Manager


The contractor shall identify a Program Manager who shall be the primary representative responsible for all work awarded under this contract, participating in Program Management Reviews and ensuring all standards referenced herein are adhered to.  


5.2.2 Services Delivery Summary


The contractor’s performance at the contract level will be assessed quarterly by a process that measures success towards achieving performance objectives as defined in Table 2 below.  The contractor will be responsible for delivering applicable performance data in a formal report titled Contractor Performance Report (CDRL A005).  The performance metrics reporting will be in accordance with AFI 63-124, Performance Based Services Acquisition and FAR Subpart 37.6, Performance-Based Acquisition.


		Desired Outcome

		Performance Objective

		Performance Threshold



		Overall Outcome

		Specific Outcomes

		

		Target

		Tolerance



		Compliance w/ Enterprise Integration and Service Management Services support requirements


(delivery, quality)

		Ensure compliance w/ Enterprise Integration and Service Management  Services deliverables requirements




		Deliver the Enterprise Integration and Service Management Services w/ predetermined outcomes and on time




		Documentation submitted IAW CDRL A001 verifies task order was completed on time




		98% of the time.






		

		Ensure compliance w/ Enterprise Integration and Service Management Services Customer Support requirements

		Customer Support Availability for Enterprise Integration and Service Management Services provided under contract




		24x7 Live Customer Support assistance is provided if required by task order

		98% of the time.



		

		Ensure completed task orders are invoiced and submitted to the Government in a timely manner.




		Invoices are received by the Government from the contractor within 30 calendar days of completion of task order.




		Documentation submitted IAW CDRL A001 verifies invoices were submitted on time




		99% of the time.






		

		Ensure delivery of all CDRLs by the contractor within the timeframe identified




		Completed on time or ahead of schedule




		CDRLs are delivered as identified




		98% of the time.






		

		Ensure adherence to quality requirements of all CDRLs by the contractor

		Quality CDRLs (conforming to design, specification or requirements) are delivered according to performance parameters

		CDRLs are delivered as identified

		98% of the time.



		Compliance with Enterprise Integration and Service Management Services Requirements




		Ensure Enterprise Integration and Service Management Services provided by the contractor are fulfilled within the timeframe identified by the task order.




		Task orders are completed on time or ahead of schedule




		Documentation submitted IAW CDRL A001 verifies task order was completed on time

		98% of the time.






		Compliance with Small Business Requirements




		Contractor meets Subcontracting requirements 

		SB requirements listed in clause H133 are met




		Documentation submitted IAW CDRL A006 verifies SB requirements were met




		All requirements  met





Table1.  Minimum Required Performance Metrics


5.2.3 Task Order Management


The contractor shall establish and provide a qualified workforce capable of performing the required tasks.  The workforce may include a project/task order manager who will oversee all aspects of the task order. The contractor shall use key performance parameters to monitor work performance, measure results, ensure delivery of contracted product deliverables and services, support management and decision-making and facilitate communications.  The contractor shall identify risks, resolve problems and verify effectiveness of corrective actions.  The contractor shall institute and maintain a process that ensures problems and action items discussed with the Government are tracked through resolution and shall provide timely status reporting.  Results of contractor actions taken to improve performance should be tracked, and lessons learned incorporated into applicable processes.  The contractor shall establish and maintain a documented set of disciplined, mature, and continuously improving processes for administering all contract and task order efforts with an emphasis on cost-efficiency, schedule, performance, responsiveness, and consistently high-quality delivery.  The contractor shall provide transition plans as required.


5.2.4 Travel 


The contractor shall coordinate specific travel arrangements with the individual Contracting Officer or Contracting Officer’s Representative to obtain advance, written approval for the travel about to be conducted. The contractor’s request for travel shall be in writing and contain the dates, locations, and estimated costs of the travel in accordance with the basic contract clause H047.


If any travel arrangements cause additional costs to the task order that exceed those previously negotiated, written approval by CO is required, prior to undertaking such travel.  Costs associated with contractor travel shall be in accordance with FAR Part 31.205-46, Travel Costs.  The contractor shall travel using the lower cost mode transportation commensurate with the mission requirements. When necessary to use air travel, the contractor shall use the tourist class, economy class, or similar accommodations to the extent they are available and commensurate with the mission requirements. Travel will be reimbursed on a cost reimbursable basis; no profit or fee will be paid.


5.2.5 Records, Files, Documents


All physical records, files, documents, and work papers, provided and/or generated by the Government and/or generated for the Government in performance of this PWS, maintained by the Contractor which are to be transferred or released to the Government or successor Contractor, shall become and remain Government property and shall be maintained and disposed of IAW AFMAN 33-363, Management of Records; AFI 33-364, Records Disposition – Procedures and Responsibilities; the Federal Acquisition Regulation, and/or the Defense Federal Acquisition Regulation Supplement, as applicable.  Nothing in this section alters the rights of the Government or the Contractor with respect to patents, data rights, copyrights, or any other intellectual property or proprietary information as set forth in any other part of this PWS or the Enterprise Integration and Service Management contract of which this PWS is a part (including all clauses that are or shall be included or incorporated by reference into that contract)."


5.2.6 Security


Individuals performing work under these task orders shall comply with applicable program security requirements as stated in the task order.  NETCENTS-2 will support the following levels of security:  Unclassified; Unclassified, But Sensitive; Secret (S); Secret Sensitive Compartmented Information (S/SCI); Top Secret (TS); and Top Secret Sensitive Compartmented Information (TS/SCI)


Certain task orders may require personnel security clearances up to and including Top Secret, and certain task orders may require all employees to be United States citizens.  The security clearance requirements will depend on the security level required by the proposed task order.  The task orders may also require access to sensitive compartmented information (SCI) for which SCI eligibility will be required.  Contractors shall be able to obtain adequate security clearances prior to performing services under the task order.  The Contract Security Classification Specification (DD Form 254) will be at the basic contract and task order level and will encompass all security requirements.  All contractors located on military installations shall also comply with Operations Security (OPSEC) requirements as set forth in DoD Directive 5205.02, Operations Security Program and AFI 10-701, Operations Security.  In accordance with DoD 5200.2-R, Personnel Security Program (Jan 87), DoD military, civilian, consultants, and contractor personnel using unclassified automated information systems, including e-mail, shall have, at a minimum, a completed favorable National Agency Check plus Written Inquiries (NACI).


The types of Personnel Security Investigations (PSI) required for the contractor vary in scope of investigative effort depending upon requirements of the Government and/or conditions of the contract/task order.  In cases where access to systems such as e-mail is a requirement of the Government, application/cost for the PSI shall be the responsibility of the Government.  In cases where access to systems is as a condition of the contract/task order, application/cost for the appropriate PSI shall be the responsibility of the contractor.  In such instances, the contractor shall diligently pursue obtaining the appropriate PSI for its employees prior to assigning them to work any active task order.


5.2.6.1 Transmission of Classified Material


The contractor shall transmit and deliver classified material/reports IAW the National Industrial Security Program Operations Manual (NISPOM) (DoD 5220.22-M).  These requirements shall be accomplished as specified in the task order.


5.2.6.2 Protection of System Data


Unless otherwise stated in the task order, the contractor shall protect system design related documents and operational data whether in written form or in electronic form via a network in accordance with all applicable policies and procedures for such data, including DOD Regulations 5400.7-R and 5200.1-R to include latest changes, and applicable service/agency/ combatant command policies and procedures.  The contractor shall protect system design related documents and operational data at least to the level provided by Secure Sockets Layer (SSL)/Transport Security Layer (TSL)-protected web site connections with certificate and or user id/password-based access controls.  In either case, the certificates used by the Contractor for these protections shall be DoD or IC approved Public Key Infrastructure (PKI) certificates issued by a DoD or IC approved External Certification Authority (ECA) and shall make use of at least 128-bit encryption.


5.2.6.3 Documentation and Data Management


The contractor shall establish, maintain, and administer an integrated data management system for collection, control, publishing, and delivery of all program documents.  The data management system shall include but not be limited to the following types of documents:  CDRLs, White Papers, Status Reports, Audit Reports, Agendas, Presentation Materials, Minutes, Contract Letters, and Task Order Proposals.  The contractor shall provide the Government with electronic access to this data, including access to printable reports.    


5.2.7 Performance of Services During Crisis Declared by the President of the United States, the Secretary of Defense, or Overseas Combatant Commander 


The performance of these services may not be considered mission essential during time of crisis.  Should a crisis be declared, the TO CO or representative will verbally advise the contractor of the revised requirements, followed by written direction.


5.2.8 Constraints


The Government, during the course of this contract, may encounter the following conditions:


(1) Surge: A situation requiring an increased level of services and/or support within the scope of the TO over a compressed schedule of time.


(2) Draw-down: A situation requiring the reduction of services and/or support within the scope of the TO resulting from, but not limited to, completion/deletion/transfer of programs or directed reductions.


5.2.9 On-Site Task Approval Process


The contractor shall, for CONUS tasks (7-day notice) and for OCONUS tasks (14-day notice), notify the on-site QAP in writing before a requirements analysis/conceptual design visit, site survey, and other on-site tasks are to be performed.  The following information must be provided; Names of Employees, SSAN, Security Clearance, Location, Project Number, On/About Date Planned for On-Site Work, Anticipated Duration of Visit, Support Required.


6.  DATA DELIVERABLES



The Government requires all deliverables that include Scientific and Technical Information (STINFO), as determined by the Government, be properly marked IAW DoD Directive 5230.24 and AFI 61-204 prior to initial coordination or final delivery.  Failure to mark deliverables as instructed by the government will result in non-compliance and non-acceptance of the deliverable.  The contractor will include the proper markings on any deliverable deemed STINFO regardless of media type, stage of completeness, or method of distribution.  Therefore, even draft documents containing STINFO and STINFO sent via e-mail require correct markings.  Additionally, as required by individual Task/Delivery Orders, the contractor shall formally deliver as a CDRL all intellectual property, software, licensing, physical records, files, documents, working papers, and other data for which the Government shall treat as deliverable.


The contractor shall provide reports identified below.  The format for each can be found in Section J, Exhibit A and B.


Exhibit A 


CDRL A001: Delivery Order Status Report


CDRL A002: Fiscal Year Order and Financial Status


CDRL A003: Reserved 


CDRL A004: Annual Execution Review to AFPEO/CM


CDRL A005: Contractor Performance Report


CDRL A006: Small Business Subcontracting Requirements


CDRL A007: Contractor Manpower Reporting (Format is TBD)


Exhibit B


CDRL B001: Small Business Participation


7.  ELECTRONIC ORDERING AND PROCESSING  


The vast majority of NETCENTS-2 products, services, or solutions will be procured using Requests for Quotes (RFQs) and Requests for Proposals (RFPs).  The contractor shall establish a web site that is interoperable (electronically and procedurally) with the NETCENTS Portal, its follow-on (e.g., AFWAY II), or equivalent, within 30 working days after contract award to manage, report, and provide indicative data/status on all delivery orders, RFQs, and RFPs.  The contractor shall maintain an operable interface with the current Government system and any future replacement system or changes to the existing system.  While the plan is for AFWAY II to be available before NETCENTS-2 contract award, current Government capabilities may initially require NETCENTS-2 customers to follow a link on the legacy AFWAY system to get to the legacy NETCENTS Portal which will provide links to contractors’ NETCENTS-2 web sites.  Within 40 work days of NETCENTS-2 Contracting Officer announcement of the availability of AFWAY II, the contractor shall establish a working business-to-business (B2B) or Global Exchange (GEX) service interface through DISA with associated secure communications protocols and certificates or key-based authentication as required to communicate securely with NETCENTS-2 via AFWAY II.  As the Government anticipates improving the web-based NETCENTS reporting capabilities and processes in the future, NETCENTS-2 contractors shall adjust and comply with Government efforts to standardize and modernize Government e-commerce capabilities in order to establish and improve interactive solicitation (pre and post award) processes and reporting.  General policies and procedures will be established and published by the NETCENTS-2 PMO and shall be followed by the Contractor when transmitting, receiving, and processing NETCENTS-2 business documents.


8.  QUALITY CERTIFICATION


As a minimum, the prime contractor shall be certified ISO/IEC 20000 for the entire performance period of the contract, inclusive of options. This certification must be held at the organizational level performing the contract.


9.  Applicable Documents and standards  


The following certifications, specifications, standards, policies and procedures represent documents and standards that may be placed on individual contract task orders.  Individual task orders may impose additional standards to those required at the contract level.  The list below is not all-inclusive and the most current version of the document at the time of task order issuance will take precedence.  Other documents required for execution of tasks issued under NETCENTS-2 will be cited in the relevant Task Order.  Web links are provided wherever possible.


		1.  Federal Information Processing Standards (FIPS).


http://www.nist.gov/itl/fipscurrent.cfm#

		2.  Joint Capabilities Integration and Development System (JCIDS), CJCSI 3170.01G,


http://www.dtic.mil/futurejointwarfare/strategic/cjcsi3170_01g.pdf



		3.  ISO/IEC 20000


http://www.iso.org/iso/iso_catalogue/catalogue_ics/catalogue_detail_ics.htm?csnumber=51986 

		4.  Global Information Grid (GIG)


http://www.nsa.gov/ia/programs/global_information_grid/index.shtml 



		5.  Joint Interoperability Test Command (JITC) Requirements
http://jitc.fhu.disa.mil/



		6.  AFI 63-1201, Implementing Operational Safety Suitability And Effectiveness (OSS&E) And Life Cycle Systems Engineering (LCSE)


http://static.e-publishing.af.mil/production/1/afmc/publication/afmci63-1201/afmci63-1201.pdf



		7.  AFI 33-210, AF Certification and Accreditation (C&A) Program (AFCAP),


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afi33-210/afi33-210.pdf

		8.  AFI 33-200, Information Assurance (IA) Management, 


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afi33-200/afi33-200.pdf



		9.  Joint Vision 2020, http://www.fs.fed.us/fire/doctrine/genesis_and_evolution/source_materials/joint_vision_2020.pdf

		10.  AFMAN 33-363, Management of Records, 


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afman33-363/afman33-363.pdf



		11.  AFI 33-364, Records Disposition – Procedures and Responsibilities,


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afi33-364/afi33-364.pdf

		12.  AFPD 33-3, Information Management, 


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afpd33-3/afpd33-3.pdf



		13.  Air Force Policy Directive (AFPD) 33-4, Information Technology Governance


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afpd33-4/afpd33-4.pdf

		14.  DoD 5220.22-M, National Industrial Security Program Operating Manual, http://www.dss.mil/documents/odaa/nispom2006-5220.pdf



		15.  AFI33-401, Air Force Architeching,


http://static.e-publishing.af.mil/production/1/saf_cio_a6/publication/afi33-401/afi33-401.pdf

		16.  Department of Defense Architecture Framework (DoDAF) Ver2.02 Aug 2010 http://dodcio.defense.gov/dodaf20.aspx



		17.  Federal Acquisition Regulation (FAR) Subpart 37.6, http://farsite.hill.af.mil/vffara.htm



		18.  DoD 5230.24, Distribution Statements on Technical Documents


http://www.dtic.mil/dtic/pdf/customer/STINFOdata/DoDD_523024.pdf



		19.  AFI 63-138, Acquisition of Services,


http://static.e-publishing.af.mil/production/1/saf_aq/publication/afi63-138/afi63-138.pdf

		20.  AFI 61-204, Disseminating Scientific and Technical Information,


http://static.e-publishing.af.mil/production/1/saf_aq/publication/afi61-204/afi61-204.pdf



		21.  Global Information Grid (GIG) Overarching Policy, DODD 8100.1, http://www.acq.osd.mil/ie/bei/pm/ref-library/dodd/d81001p.pdf

		22.  Global Information Grid Architectural Vision


http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA484389&Location=U2&doc=GetTRDoc



		23.  Section 508 of the Rehabilitation Act of 1973
http://www.opm.gov/html/508-textOfLaw.asp 



		24.  DoDD 5205.02E, Operations Security (OPSEC) Program http://www.dtic.mil/whs/directives/corres/pdf/520502e.pdf 



		25.  CJCSI 6211.02D, Defense Information Systems Network Responsibilities 
http://jitc.fhu.disa.mil/jitc_dri/pdfs/6211_02d.pdf 

		26.  Business and Enterprise Systems (BES) Directorate System Engineering Process – (applicable only to AFLCMC/HI)


https://acc.dau.mil/bes 



		27.  National Security Agency Rainbow Series


https://www.fas.org/irp/nsa/rainbow.htm  




		28.  AF Enterprise Architecture (AF EA) Compliance Guidance (Version 1.0 (final), December 2008 


http://www.silverbulletinc.com/dm2/File%20Browser/files/AFEA%20v3.5%20-%20Final%20-%20June%202010/AFEAv35/Documentation/AF_EA_Compliance_Criteria_v1(final)%20-%20December%202008.pdf 



		29.  Air Force Continuity of Operations (COOP) Program


http://www.fas.org/irp/doddir/usaf/afi10-208.pdf 

		30.  DoDI 3020.37, Continuation of Essential DoD Contractor Services During Crises


http://www.afsc.army.mil/gc/files/i302037.pdf 



		31.  DODD 4630.05, Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)


http://jitc.fhu.disa.mil/jitc_dri/pdfs/dd46305p.pdf 

		32.  DODI 4630.8, Procedures for Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)


http://jitc.fhu.disa.mil/jitc_dri/pdfs/i46308.pdf 



		33.  Cloud Computing / Department of Defense (DoD) Information Technology (IT) Enterprise Strategy and Roadmap


http://dodcio.defense.gov/Portals/0/Documents/Announcement/Signed_ITESR_6SEP11.pdf

		34.  NIST SP 500-292: Cloud Computing Reference Architecture


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/nist-cloud-ref-architecture.pdf



		35.  NIST SP 800-146: Cloud Computing Synopsis & Recommendations


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/nist-cloud-synopsis.pdf

		36.  NIST SP 800-145: Definition of Cloud Computing


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/NIST-SP800145-DefinitionofCloudComputing.pdf



		37.  CNSSI 1253: Security Categorization and Controls Selection for National Security Systems


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/cnssi-security-categorization.pdf

		38.  NIST SP 800-53: Security and Privacy Controls for Federal Information Systems and Organizations


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/NIST-SP80053-SecurityandPrivacyControls.pdf



		39.  Best Practices for Acquiring IT as a Service


http://disa.mil/Services/DoD-Cloud-Broker/~/media/Files/DISA/Services/Cloud-Broker/Creating-Effective-Cloud-Computing-Contracts-for-the-Federal-Government.pdf
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ENTERPRISE INTEGRATION AND SERVICE MANAGEMENT (EISM)


ADVISORY & ASSISTANCE SERVICES (A&AS)


GETTING STARTED ON SUBMITTING A REQUIREMENTS PACKAGE FOR EISM


1. Read the EISM Performance  Work Statement (PWS) under the EISM folder at:  http://www.netcents.af.mil/contracts/netcents-2/eism/documents/index.asp 

2. If your requirements seem to fit under EISM, then prepare a mapping of your requirements to the EISM PWS using the “Mapping Template for Scope Analysis and Recommendation” under the EISM folder at above link. 

3. Prepare an EISM Task Order (TO) PWS using the “EISM Task Order PWS Template” under the EISM folder at above link. 

4. Submit your mapping template and the EISM TO PWS to Customer Support at:  netcents@us.af.mil  NOTE:  Be sure to put “EISM Scope Determination” in the subject line.

WHAT HAPPENS NEXT


1. You will receive an email from NETCENTS-2 Technical Team stating whether or not your requirements fall within the scope of EISM.  

2. If your requirements fall under EISM: 


a. Prepare your requirements package and documentation using the “EISM TO Requirements Package Checklist” found under the EISM folder.  NOTE:  This checklist might not be all inclusive.  

b. Send the completed Checklist and all the documentation required to EISM Organizational Mailbox at:  ESC.HIJI.NC-2.EISM@us.af.mil  NOTE:  Be sure to put “EISM TO Requirements Package – Title of the Effort” in the subject line.  

3. The PM will receive your package immediately and will be in touch with you.


POINTS OF CONTACT


Shaneka Brown, Contract Specialist


(334) 416-4600 or DSN 596-4600

Maria Jones, Contract Officer

(334) 416-2653 or DSN 596-2653

John Taylor, PM

(334) 416-5672 or DSN 596-5672
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DEPARTMENT OF THE AIR FORCE
BUSINESS AND ENTERPRISE SYSTEMS DIRECTORATE

MAXWELL AIR FORCE BASE, GUNTER ANNEX ALABAMA







To:  (Contracting Officer)

From: (NETCENTS-2 Technical Team)



Date:  DD MMM YYYY

Subject:  Mapping of (Requesting Agency and PWS Title) to (Applicable NETCENTS-2 PWS) 



(Example)



		XXX PWS Requirement Paragraph

		NETCENTS-2 YYY PWS Paragraph



		

		



		1.1 Complex computer networking

		N/A



		1.2 Configuration management

		3.1 Systems Sustainment

4.2 Systems Engineering

4.3 Configuration Management



		1.3 Data management

		3.1 Systems Sustainment

3.2 Systems Development, Migration and Integration 3.3.4 Specify Information Assets for Exposure 3.3.10 Data Stores

3.4.1 Database Administration

4.2 Systems Engineering



		1.4 Data modeling and design

		3.3.8 Vocabulary Management

3.4 Systems Operations



		1.5 Database design and implementation

		3.4.1 Database Design









Recommendation: Based on an analysis of the (Requesting Agency)’s requirements against the XXX NETCENST-2 PWS(s), the technical recommendation is that this work is covered in full under the NETCENTS-2 XXXXX PWS, and therefore, is the mandatory source IAW AFI 33-112.

[bookmark: _GoBack]

OR  

Recommendation: Based on an analysis of the (Requesting Agency)’s requirements against the XXX NETCENTS-2 PWS(s), the technical recommendation is that this work is covered under NETCENTS-2, but some requirements fall under the NETCENTS-2 XXXXX PWS and others fall under the NETCENTS-2 XXXXX PWS.  In order to meet the total requirement, the requesting agency would have to compete two task orders under the applicable contracts.  Refer to AFI 33-112 for further guidance on mandatory sourcing.



OR  

Recommendation: Based on an analysis of the (Requesting Agency)’s requirements against the XXX NETCENST-2 PWS(s), the technical recommendation is that this work is not covered under any of the NETCENTS-2 contracts.  Therefore, written deviation for NETCENTS IAW AFI 33-112 is not required. Examples of this are for aerial or satellite networks (instead of ground or terrestrial based networks); embedded software for weapon systems, etc.
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